**项目需求**

**特别提醒：请供应商制作询价响应文件时仔细研究项目需求说明。**供应商不能简单照搬照抄采购单位项目需求说明中的技术要求，必须作实事求是的响应。如照搬照抄项目需求说明中的技术要求，成交后供应商在同采购单位签订合同和履约环节中不得提出异议，一切后果和损失由成交供应商承担。如供应商提供的货物和服务同采购单位提出的项目需求说明中的技术要求不同的，必须在《技术条款响应一览表》上明示。

1. **项目概述**

“网络空间安全关乎国家安全。” 网络空间与社会稳定、经济发展、文化繁荣和国防安全息息相关，其安全已成为国家安全的重要组成部分。随着大数据、云计算、物联网、移动通信、区域链、人工智能等技术的迅速发展和应用，对网络空间安全防护提出了新的需求和挑战。

尤其在网络安全法、等保2.0的背景下，对网络安全运营者提出了更高的要求。各级网络安全主管部门对各党政机关、各企事业单位的网络安全工作提出了更高的要求，各主管部门的网络安全监管也日益加强。

“网络安全责任制”的落实，不单只是靠购买网络安全产品就能实现，信息系统的网络安全运营工作的系统性、复杂性、动态性决定了必须要有专业的技术力量针对用户个性化的信息化系统与实际的合规性需求才能更好的落实网络安全责任。

1. **项目依据**

* 《中华人民共和国网络安全法》
* 《中华人民共和国密码法》
* 《[中华人民共和国数据安全法](http://www.baidu.com/link?url=M6MMKtoBhhV-9n1aPAhea_HF3oETs9dJqX_xrRWZBfrK7SC62CR2SOGIAHkaorw_K5nUqh0Nazf0gfX-cNJqeqaJPaGAzC0KTYVFslSzcacsy_PcOjZWTsyF4g4QDbAe)》
* 《计算机信息系统安全保护条例》
* 《国家信息化领导小组关于加强信息安全保障工作的意见》
* 《国务院关于大力推进信息化发展和切实保障信息安全的若干意见》
* GB/T 36635-2018《信息安全技术 网络安全监测基本要求与实施指南》
* GB/Z 20985-2007 《信息技术 安全技术 信息安全事件管理指南》
* GB/Z 20986-2007 《信息安全技术 信息安全事件分类分级指南》
* GB/T 25070-2019《信息安全技术 网络安全事件应急处理技术要求》
* GB/T 28448-2012《信息安全技术 网络安全等级保护评估指南》
* GB/T 35273-2020《信息安全技术 个人信息安全规范》
* GB/T 20274.2-2013 《信息安全技术 网络安全基本框架》
* GB/T 20984-2022《信息安全技术 信息安全风险评估方法》
* 《2024网络安全工作责任制落实情况考核指标》

1. **项目需求**
2. 全市法院网络安全检查

协助南通市中级人民法院对法院及下辖9个区县法院进行网络安全检查，包含两次现场检查和两次远程检查。

现场检查包括：网络安全责任制落实情况检查（台账检查）；技术防护情况检查（登机查看网络安全防护设备策略配置等）；安全漏洞检查（进行漏扫检查）；弱口令专项检查。

远程检查包括：在南通市中级人民法院对辖区法院内外网进行渗透测试以及漏洞扫描，并出具检测报告。

1. 重要时期网络安全保障

在全国法院攻防演练、网安行动、护网行动、两会、国庆、公祭日等重要敏感时间期间，安排人员在南通市中级人民法院进行驻场保障，提供现场技术支撑。

1. 应急演练

在南通市中级人民法院内开展网络安全应急演练，具体包括制定演练方案、搭建演练环境、实施应急演练，全程记录安全事件应急过程，并最终形成《应急演练总结报告》。

1. 网络和数据安全、保密工作培训

对南通市中级人民法院及辖区法院网络安全相关负责人、工作人员、驻场外包人员开展网络安全和数据安全、保密工作培训，培训时间为一天。

1. 软件测试、代码审计

南通市中级人民法院指定一个系统软件进行软件测试，根据软件与数据安全检查要求测试软件系统功能是否符合国家标准与行业标准中的相关安全要求。出具相应软件测试报告。

南通市中级人民法院指定一个系统软件通过白盒（代码审计）的方式检查应用系统的安全性，并出具相应审计报告。

1. 风险评估

南通市中级人民法院指定一个系统进行风险评估，系统地分析信息系统所面临的威胁及其存在的脆弱性，评估安全事件一旦发生可能造成的危害程度，提出有针对性的抵御威胁的防护对策和措施。

三、商务需求

1.服务期限：自合同签订之日起一年。

2.服务地点：采购人指定地点

三、付款方式：

合同签订后支付合同价的30%， 待服务期满后支付剩余合同价款。